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Abstract 

Due to the growth of communication technology common people also uses internet.  

E-mail is one of the important applications of internet.  E-mail is used send and 

receives any type of information within a short period by using their Mail-Id. This is 

the easiest way to create a communication to the people   in all over the world.   

Sometimes the unwanted mails are available in our inbox.  These unwanted E-mails 

are called spam. The main purposes of spam are send advertisements regarding their 

services and products to the multiple persons at the same time.  But rarely the 

unwanted email contains malwares.   The malwares are spoiling the user’s stored data 

on the local system. Now the world is moving from traditional technologies to the 

current communication technology such as IoT (Internet of Things).  The applications 

of IoT are very large.  It is used in various domains. Most of the industries are also 

move from their existing system to IoT concept.  The main aim of the IoT is 

connecting various devices and objects with the help of internet.  In production 

industries also used the concept IoT to connect various devices in an organization and 

mobile cloud computing concept. It provides the actual task of machineries and 

optimizes their production. But sometimes this option can be used by spammers to 

spoil the power of manufacturing industries. Due to these spammers the production of 

the company will be spoiled.  To avoid this problem various type of machine learning 

algorithms are used.  Finally the various machine learning algorithms are compared 

with their accuracy, true positive rate and false positive rate. 

Keywords: Industrial mobile network, Internet of Things, spammers, intelligent 

identification, machine learning; 

 

                          I. INTRODUCTION 

The technology has been developed day by day.  

Common peoples are also used internet in their 

daily activities. E-mail is one of the important 

features of internet.  Using this E-mail feature 

everyone create the communication between others 

quickly.  Most of the industries are transferred from 

their existing process to the current technology such 

as IoT. This technology is very useful in current 

production organizations.  It is one of major module 

of current communication technology.  It is used 

create a communication between various devices 
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and objects with the help of internet.  This IoT 

technology creates a connection between human 

beings and objects, entity to entity or machine to 

machine.  It is extensively by various domains like 

manufacturing companies and military enquiry.   

Here smart perception, detection technique and 

persistent techniques are used.  

Sometimes the spammers spread the 

malware to the various group of peoples at the time. 

The common people and company information’s are 

stolen by using malware.  This malwares are 

spoiling the entire data of the particular 

organization. The following diagram shows the 

spammers in mobile cloud computing technique. 

The neuron like diagram with images in the left 

portion shows that mobile cloud computing concept.  

The right portion of the picture shows the data 

performance of every user. 

 
Figure 1 Spammers in mobile cloud computing 

technique 

 Due to this manufacturing industries are 

facing heavy financial loss. Here spam e-mail 

identification is very difficult.  It is looks like a 

normal e-mail.  To avoid such kind of problem 

machine learning algorithms are used. These 

algorithms are used to easily identify the normal 

mail and the spam mail. The final stage of this work 

various machine learning algorithms characteristics 

are compared.  

This research paper is divided into V parts. 

Section II describes about various machine learning 

algorithms are used to detect the spam message.  

Section III describes with proposed frame work 

used to detect spam message. Section IV shows the 

result and discussion part.  Section V discuss about 

the conclusion part.  

                  

            II LITERATURE SURVEY 

 

Tie Qiu et al., proposed a new system to solve spam 

problem in industries mobile communication and 

decrease computing difficulty by using huge cloud 

data.   In this paper proposed a new model using 

Gaussian model. In this model take out the 

characters connected to labels from the data set.  

Based upon the data the user comes under to any 

one of the distribution. The characteristics are 

divided into three parts, and divide the data into two 

divisions.  At last the simulation model was 

executed and assesses the value of the proposed 

model. This proposed model was executed based 

binary classification concept [1].  

  

Prof.Satish Manje, et al., says that IoT is the 

important component of the current world.  It 

provided the assurance of machine capacity in 

manufacturing industries.  Spammer’s means the 

unwanted mails are spoil the entire content of the 

local system.  To avoid spammers in our system the 

authors proposed a new system using machine 

learning algorithms [2].  

 

Zhang Bin, et al., said that in current scenario 

spammer identification is the difficult task in SMS.   

The major issue in the spam detection is providing 

user security.   Using existing system detect the 

spam messages by using reserved words and issuing 

occurrence.  In this system the user behaviors are 

used to detect the spam message. Here to explore 

the user’s behaviors by using machine learning 

algorithms such as decision tree concept, random 

forest technique and SVM. The output of the above 

mentioned algorithms was compared [3].  
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Shivangi Gheewala et al., described that social 

network media was used to create a communication 

between peoples and maintain social dealings. 

Millions of peoples are participated in public 

connectivity. The main aim of the social media was 

create social communication, commercial activities, 

and amusement activities and transfer the data. At 

the same time many people’s with naughty activities 

are also available on the social media. These 

activities lead to the huge economic loss. To avoid 

these spam activities the authors introduced a new 

system to detect malwares.  Spam data is the 

important part used in this research work [4]. 

 

Harjot Kaur et al., expressed as E-mail has take a 

important place in common people life.   E-mails 

are the major source of data transferring.  It will 

send and receive the data within the short period of 

time.  The spam mails are sometimes threaten the 

account holders.  To avoid this situation various 

spam filters are used.  The spam filers categorize the 

email based on content or header.  In this proposed 

work filter are used to identify the malwares [5]. 

K Subba Reddy et al., described that peoples 

communications are developed by using social 

media.  The users are divided into two types. They 

are — Now a day’s human relations are maintained 

by social media networks. They are genuine users 

and spammers. The genuine users are misguided by 

the spam users. The genuine users are getting more 

unwanted mails in their inbox.  To overcome this 

situation the authors proposed a new methodology 

by using various machine learning concepts [6]. 

  

Hassan Najadat1 et al., says that from past few 

years the usage of internet becomes very high.  

Peoples gave more importance of internet usage in 

their daily routine life. Spam message gave threat to 

various types of clients. Bayesian Filters are applied 

to detect the spam messages.   In this proposed 

system the authors were improved the existing 

Naïve Bayes Classifier concept.   The result part 

shows that the improved Naïve Bayes classifier 

performance is good.  It was compared with 

traditional methods [7]. 

 

M. Nivaashin et al., says that in current scenario the 

usage of digital devices was increased.   The 

business peoples are sending a SMS service to 

number of peoples for advertise their product or 

service.  Most of the peoples are not like this type of 

spam message. Here the authors proposed a new 

system to filter the spam SMS messages by using 

Restricted Boltzmann Machine (RBM) with  deep 

learning concept[8]. 

 

Alexy Bhowmick et al., was presented a complete 

evaluation of the most successful and efficient  e-

mail spam filtering techniques using content based 

concept. The authors concluded in their survey 

machine learning concepts are used to fight against 

the spam messages [9]. 

 

W.A. Awad et al., says that the volume of spam 

mails are increased day by day.   To avoid the spam 

mails anti-spam filters are used.  The new 

computing concept machine learning techniques are 

used to easily filter the spam mails successfully.  In 

this paper the authors reviewed the famous machine 

learning algorithms are used to filter spam e-mails 

and classify it.  [10]. 

 

III PROPOSED METHOD OF AIR POLLUTION 

MONITORING 

 

The following figure 2 is used to present the 

proposed architecture for Spammer message 

detection in Industrial Mobile Cloud Computing 

concept.   
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              Figure 2: Architecture Diagram 

According this proposed architecture the data are 

collected from various sources.  Then the 

requirement features are selected and put the label 

of the instances from the dataset.  All the features 

are not used for trained the data. Features are used 

to display more efficiency for providing proper 

result. It is called as a training data set.  In this 

training dataset the various machine learning 

algorithms are applied.   From that algorithm the 

detection model is developed. At last detection 

models are evaluate using their parameters accuracy 

rate identification rate etc.    

 

IV RESULTS AND DISCUSSIONS 

 

Most of the industries transfer their existing task to 

computerized task. All the manufacturing process 

will be executed automatically by using the current 

communication topic IoT.  It means every objects 

and machines are communicated with each other.  

The spammers are send the unwanted mails to the 

industries mail purposefully.  The malwares are 

collapse the entire system data.  It leads to heavy 

data and finance loss.   To avoid this kind of 

situation machine learning algorithms are used to 

filter the spam mails.   In this proposed system 

DNN, RF, NB,SVM and KNN algorithms are used 

to filter the spam mail.  The following table 1 shows 

the accuracy, true positive rate and false positive 

rate of the machine learning algorithms. 

 

 
      Table 1 PERFORMANCE COMPARISON  

 

The following figure 3 shows the graphical 

representation of different machine learning 

algorithms are used to filter spam mails in 

industries. 

 

 
Figure 3:  Comparison of various Spam detection 

models 

 

V CONCLUSION 

 

In this proposed research work various machine 

learning algorithms are used to filter spam mails.  

For this task the data is collected from various 

sources and extract their valid features.  From that 

extracted features the detection model is developed. 

After that the proposed model is compared with the 

new data.  Finally the performance of the various 
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machine learning algorithms are analyzed.   From 

that analysis the DNN approach only produce more 

accurate result compared with other machine 

learning algorithms. 
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